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1. Introduction

Transport fire alarm systems function in different, often extreme, 
operational condition. Type A, B fire alarm circuits, detection loops, 
alarm control units are located inside buildings (e.g. railway stations, 
signal boxes, transformer stations, switchgear), as well as outside, 
within an open access environment (e.g. railway stations, walkways, 
storage sheds, etc.) [10,11,12]. Long-term studies of the FAS opera-
tion process support the thesis that the proper functioning of these 
safety platforms is a reliability function of the components – sensors, 
modules, control units, etc. The maintenance and servicing process, 

spare parts availability and conducting periodic inspections also de-
termine an appropriate reliability level [4, 6, 16, 17, 19]. The analysis 
of the operational phenomena, occurring within a FAS should take 
into account two important issues: the reliability approach already at 
the stage of developing the design fire scenario, as well as the efficient 
operational management of these complex technical objects – i.e., for 
example, service availability, conducting preventive inspections and 
the parameters of their environments [7, 12, 16]. For this purpose, the 
authors of the article selected two representative FAS, which are most 
commonly used within vast transport areas and attempted to imitate 
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W artykule przeprowadzono analizę problemów eksploatacyjnych i niezawodnościowych, która dotyczy wybranych systemów 
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algorytmie postępowania uwarunkowana jest np. odpowiednią strukturą niezawodnościową i warunkami środowiskowymi. W 
artykule przedstawiono analizę procesu eksploatacji wybranych SSP, które są użytkowane na obszarze transportowym. Zaprezen-
towano rzeczywiste wyniki badań procesu eksploatacji, np. czasy trwania naprawy oraz uszkodzenia. Następnie opracowano graf 
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stanach. Przedstawiona w artykule metodyka badania SSP ze względu na spełnienie określonych wymagań eksploatacyjnych może 
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the occurring operational phenomena in the form of developed re-
search models [10, 11]. 

Fire alarm systems are ones of the most important electronic 
safety systems (frequently installed at facilities due to the applica-
ble statutory and legal requirements), which are operated within vast 
transport areas. The proper functioning of safety platforms involves 
the implementation of a previously assumed transport process with 
an acceptable risk level of adverse external and internal impacts (e.g. 
fire, burglary, assault, terrorist attack, etc.). [6, 16, 19]. The unreli-
ability of individual electronic devices and systems, as well as 
the mistakes of operators supervising the operational process in 
real-time can lead to the occurrence of safety hazard or unreli-
ability states [5, 8, 18, 21]. The safety and risk theory answers, 
e.g. questions regarding the effects of failures, damage and op-
erator mistakes. This is the cause for unacceptable states within 
these systems, e.g., unreliability or safety hazard. An important 
issue, which should be clarified by safety platform operators is 
the determination of a set of acceptable and unacceptable FAS 
states in terms of the safety of a given transport facility. [6, 16, 
19, 23, 28, 29]. The scope of interest of the theory of safety 
and risk includes the results of damage and errors, which lead 
to the states of safety unreliability and hazard of the systems. 
The issue of correct clarification, which of the FAS states can 
be deemed acceptable or unacceptable from the perspective of 
safety or the initial fire scenario developed for a transport facil-
ity is very significant in this case [10, 11, 12, 16, 19].

A set of unacceptable states of an FAS can be reversible in 
the event of such a system having elements or devices, which 
initiate or interrupt a damage or failure process (including 
faulty operator actions) [6, 16, 19]. The counter-actions must 
be executed during the available time, where there is a possi-
bility to remedy a dangerous situation [16]. Such actions are 
possible when safety platforms have a “reservoir” of permis-
sible counter-failure operations. In such a case, it is impossible 
to move from permissible (e.g. surveillance) to prohibited (e.g. 
failure of a module or control unit – safety hazard state) states 
[6, 10, 11, 16, 19].

The service life of safety platforms in the case of adverse 
impacts can be increased by executing the available actions, e.g. 
by using redundancy or technical solutions improving the relia-
bility of the devices themselves [10, 12, 16, 19]. A sensor(s) that 
uses numerous detectors reacting to the phenomenon of fire. 
Using redundancy means tolerating certain damage, as well as 
system expansion. The second case is preventing catastrophic 
damage, e.g. sensors within the system.  

The quality of information [13, 14, 15, 16, 20] received by 
the systems from detectors [10, 11], installed over a vast trans-
port area with a distorted electromagnetic environment (high levels of 
interfering signals) is also important. Certain research papers propose 
the application of fuzzy logic [22] or artificial neural networks [6, 13, 
14, 15, 16, 23, 24], which are already used in detectors for develop-
ing alarm signals [10, 11]. The functionality of electronic transport 
systems is also significantly impacted by environmental conditions, 
temperature, humidity, vibrations and oscillations [3], as well as elec-
tromagnetic interference [1, 7, 18, 20, 21] but they are not included in 
this article. The article presents an operational and reliability analysis 
of a FAS, operated over a vast transport area. The analysis of the ob-
tained results regarding the operational process, i.e., the measurement 
of times of restoration and damage occurrence enabled developing 
a FAS research model, and then, conducting an operational and re-
liability analysis taking into account the determined restoration and 
damage times [2, 8, 9, 16, 17, 19, 26, 28]. 

2. Representative transport fire alarm systems. 

In the age of rapid technological progress and a constant develop-
ment of the infrastructure, transport facilities are exposed to numerous 
hazards [6, 16, 19, 25, 26, 27]. The hazards not directly associated 
with fire, such as the threat of terrorism, can be its source [6, 16, 19]. 
This is why, a correct protection of transport facilities using active 
and passive fire safety equipment is an extremely important issue – 
Fig. 1. 

Fig. 2. Basic tasks executed by a fire alarm system.

Fig. 1.	 Statistics regarding the number of fires in passenger service facilities, railway 
and bus stations, river and sea ports, and airports in particular, 2014-2017

Fig. 3.	 Focused FAS with open detection circuits connected to an SFS fire sig-
nal and damage signal monitoring system (FACU – fire alarm control 
unit) 
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According to the Regulation of the Minister of Interior and Ad-
ministration (MSWiA) Dz. U. No. 109, item 719, by technical fire 
safety measures one should understand devices, equipment, systems 
and construction solutions designed to prevent the formation and 
spread of fires. The regulation understands fire safety equipment to be 
devices (fixed or semi-fixed, activated manually or automatical-
ly) aimed at preventing the formation of, detecting and fighting 
a fire or limiting its results. In particular, these include fixed and 
semi-fixed extinguishing and protecting devices, inerting devic-
es, devices being part of an acoustic warning system (AWS) and 
FAS. FAS is a system, which includes signalling-alarm devices 
intended for automatic detection and transmittance of fire in-
formation, as well as receivers of fire alarms and receivers for 
damage signals – Figure 2 [6, 10, 11, 16, 19]. 

Several FAS types depending on the design, configuration 
and type of used linear elements are distinguished – Figure 3. 
The application of a given FAS type depends on the legal re-
quirements for such systems, a fire scenario, which must be 
implemented, legal requirements for a given facility subject to 
protection, the adopted protection scope and the functional and 
utility requirements, which must be satisfied by the system. The 
fire origin (fire source) location indication accuracy depends on 
the used FAS. On the other hand, the requirement regarding the 
fire location accuracy is a criterion for the selection of a fire 
alarm system [10, 12]. 

In the case of a conventional (non-addressable) FAS, indicating 
the fire detection location, is limited to the detection circuit, whereas 
in the case of an addressable system, the control unit indicates the fire 
source location with an accuracy down to a fire detector (depending 
on the configuration, down to a fire zone) [11, 12]. The type of an FAS 
installed at a transport facility impacts its division into the so-called 
detection zones. The control and monitoring loop must be executed 
in accordance with the special requirements, and in a manner so as to 
maintain the power supply or signal transmission continuity for the 
time period required for device commissioning and operation, pursu-
ant to §187 art. 2 of the Regulation by the Minister of Infrastructure 
of 12 April 2002 (Dz. U. No. 75, item 690, as amended) [10, 11, 12, 
16].

Due to the small extent of the transport facility, short distance of 
the loop cabling routes and a low number of controls and monitoring 
devices, often a single control and monitoring loop is used, which can 
handle e.g. all platforms – Figure 4.

3. The analysis of selected fire alarm system 
 reliability and operational process 

A focused fire alarm system based on a conventional fire 
alarm control unit with a single detection open circuit equipped 
with a maximum of 32 fire detectors and a signalling circuit with 
two sounders is shown in Figure 5. Whereas Figure 6 shows the 
relationships occurring within a focused system with a fire alarm 
control unit with connected open detection circuit with optical 
smoke detectors and a signalling circuit with sounders.

Relationships occurring within a system – fig. 6 can be described 
with the following relations [10,19] (1):

	 (1)

Adopting the baseline conditions [10, 19] (2):
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Fig. 4.	 Diagram of a focused fire alarm system with addressable detection circuits at a 
railway station with three platforms

Fig. 5.	 Focused FAS with an open detection circuit and a signalling 
circuit with sounders 

Fig. 6.	 Relationships occurring within a focused system with a fire alarm control, unit 
with connected open detection circuit with optical smoke detectors and a signal-
ling circuit with sounders 
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where [10,19]:
R•	 0(t) – probability function of the system staying in 
the state of full fitness SPZ;
Q•	 ZB1(t), QZBn(t), QZSA1(t), QZSA2(t) – probability 
function of the system staying in individual safety 
hazard states;
Q•	 B(t) – probability function of the system staying in 
the state of safety unreliability SB;
λ•	 11 – intensity of transition from the state of full fit-
ness SPZ to the state of safety unreliability SB;
µ•	 11 – intensity of transition from the state of safety 
unreliability SB to the state of full fitness SPZ;
λ•	 1, λ1,… – intensity of transitions from the state of 
full fitness SPZ or the state of safety hazard SZB1,2,… 
to the state of safety unreliability QB(t) or the state 
safety hazard or the state of safety reliability SZB – ac-
cording to the designation in Figure 6;
µ•	 1, µ2, … – intensity of transitions from the state of 
safety hazard SZB to the state of full fitness SPZ, from 
the state of safety unreliability to the state of safety 
hazard QZBn, QZB, QZB2, … – according to the desig-
nations as in Figure 6.

Figure 7 shows a focused FAS, based on an addressable 
FACU, with connected open detector and manual call point 
circuits. All elements are equipped with short-circuit isola-
tors. The system consists of loop circuits, some of which have 
programmed detectors in coincidence systems, a control loop 
with a module controlling fire safety devices, as well as tech-
nical and safety systems within the signal box room. A signal-
ling circuit with sounders is also hooked in to the control unit 
[6, 10, 11, 12].

Figure 7 shows the relationships occurring within a focused 
system with an addressable fire alarm control unit with looped 
open circuits and a signalling circuit. The system presented in 
Fig. 7 can be described by the following Chapman–Kolmogorov 
equations (3). The relationships occurring within a focused sys-
tem are shown in Fig. 8.

Owing to the various structures of FASs operated within a 
vast transport area, the relationships between individual devices 
in the system can differ, which is shown in Figures 6 and 8. The 

Table 1.	 Studying the operational process of FASs used in transport 
facilities

No. Damage type Failure time Failure removal time Repair duration Repair type

1 Circuit no. 3 interference 3/1/2018 14:32 03/01/2018 18:10 3h 38 min. Improving the tie-in of the circuit to con-
trol unit terminals and control unit reset

2 Failure of detector 3/57 1/2/2018 18:10 2/2/2018 23:30 5h 20 min. Replacing detector with a new one

n-2 Circuit no. 1 interference 1/12/2018 04:15 1/12/2018 09:00 4h 45 min. Central unit reset

n-1 Failure of detector 3/11 15/12/2018 11:15 15/12/2018 14:20 4h 5 min. Replacing detector socket

n CSO2 communication error 27/12/2018 15:05 28/12/2018 09:05 18h 5 min. CSO2 and fire alarm control unit

Fig. 7.	 Focused FAS with addressable fire alarm control units with open, looped circuits 
and a signalling circuit 

Fig. 8.	 Relationships occurring within a focused system with addressable fire alarm con-
trol unit with open, looped circuits and a signalling circuit
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system shown in Figure 7 has a more complex reliability structure 
due to the presence of more fire-protected objects – server rooms, of-
fice areas and an electrical switching station. For this reason, separate 
detection circuits 1, 2 and 3, a control loop and a signalling circuit can 
be distinguished. In addition, the detection circuit no. 2 utilizes alarms 
in the coincidence system. In the case of such a designed FAS, one 
should distinguish more operating states, which is why the system of 
equations (3) describing the behaviour of the system within the opera-
tional process becomes complex. 

Adopting the baseline conditions (4):
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4. Operational statistics (repairs, damage) regarding 
representative FAS

The analysis in the scope of FAS operational process was conducted 
for n=20 various systems. The structure of the studied FAS corresponded 
to the fire safety systems used at transport facilities. The FAS operational 
studies covered: restoration, damage occurrence time and repair time. 

The studies were conducted for the following FAS types operated within  
a transport area:

FAS with an addressable fire alarm control unit and one detec-a)	
tion loop (n=15 units);
FAS with an addressable fire alarm control unit and two detec-b)	
tion loops (n=3 units);
FAS with an addressable FACU, three detection loops, one con-c)	
trol-detection loop for monitoring fixed extinguishing devices 
and generating their tripping signal (n=2 units).

All of the aforementioned FAS were operated in similar environ-
mental conditions (temperature, humidity, pressure, etc.) in transport 
buildings. Owing to the importance of FAS in ensuring the transport 
process safety, the service team dealing with repairs and restorations 
was available within 2 hours from the damage being reported by per-
sons monitoring the operation (for n=15 FAS). Other systems (n=5) 
had the damage report response time extended to 4 hours due to the 
supervision over transport facilities – buildings, which do not pose a di-
rect threat for the passenger transport (e.g. warehouses, sheds, etc.). Ta-
bles 1-3 show examples of the FAS operational process study results.

Table 1 shows representative types of damage for selected FAS. 
The data were compiled based on a set of damage for n = 20 FAS, op-
erated over a vast transport area. A maximum repair time was adopted 
for a given type of FAS damage (n=20 units). The repair time does 
not include the service personnel travel time (in the case of such FAS, 
such personnel should be on site).

5. FAS operational process modelling in the RELIASOFT 
BLOCKSIM software

Calculations involving the probability for a system to be in the 
states of safety hazard, safety unreliability and full fitness for the 
FAS operational process model were conducted using a commercial, 
specialized computational BlockSim software by ReliaSoft. The com-
putations were conducted for a focused FAS model – open circuits, 
no notifications. Tables 4 and 5 show the calculated parameters, e.g. 
initial and average probability, availability coefficient for time t for 
individual states or time the FAS spends in a given state.

For the example operating time t  =  4 201 h, the values of the 
availability coefficient Kg(t) for individual states SB, SZB1, SZB2, 
SZB3, SZBP1, SZBP2 of a fire alarm system are shown in table 6, and 
the percentage share of FAS in individual states in Figure 12. Figure 
13 shows the growth rate of state availability coefficient for a selected 
FAS operating interval. 

Table 2.	 Repair time with the maximum time Tmax, annualized

No. Repair of a given damage type Failure time Failure removal time Maximum repair time [Tmax]

Detection loop 1 damage

Circuit no. 3 interference 3/1/2018 14:32 3/1/2018 18:10 3h 38 min.

Circuit no. 2 interference 11/3/2018 15:00 11/3/2018 16:30 1h 30 min.

Ground fault of loop no. 1 2/5/2018 13:30 2/5/2018 19:00 5h 30 min.

Circuit no. 1 interference 1/12/2018 04:15 1/12/2018 09:00 4h 45 min.

Communication error loop 1 30/11/2018 10:30 30/11/2018 14:30 4h

Manual call point damage

Failure of MCP 1/10 15/6/2018 09:20 15/6/2018 13:20 4h

Failure of MCP 1/10 16/6/2018 14:00 16/6/2018 19:05 5h 5 min.

………………………….......................................................................………FAS power supply failure…………………….............…………................................…....................…...

230V power failure 27/2/2018 11:30 27/2/2018 11:45 15 min.

FACU battery failure 16/4/2018 19:00 17/4/2018 08:10 13h 10 min.
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Fig. 9.	 Migration of possible focused FAS with open circuits, without notify-
ing the SFS (where: SFS – State Fire Service).

Fig. 10. Reliability R(t) of a FAS with open circuits, without SFS notifications

Table 3. Damage intensity along with marked times of fire alarm system unfitness, annualized (example).

No. Repair of a given damage type Failure time Failure removal time Repair time [Tmax]

Detection loop damage

1. Circuit no. 3 interference 3/1/2018 14:32 3/1/2018 18:10 3h 38 min.

2. Ground fault of loop no. 1 2/5/2018 13:30 2/5/2018 19:00 5h 30 min.

3. Circuit no. 1 interference 1/12/2018 04:15 1/12/2018 09:00 4h 45 min.

4. Communication error loop 1 30/11/2018 10:30 30/11/2018 14:30 4h

Total FAS unfitness time, annualized: 19h 23 min.

FAS power supply failure

1. 230V power failure 27/2/2018 11:30 27/2/2018 11:45 15 min.

2. FACU battery failure 16/4/2018 19:00 17/4/2018 08:10 13h 10 min.

Total FAS unfitness time, annualized: 13h 25 min.

Table 4.	 Fire alarm system parameters for time t = 8 760 [h]

Name
of state Initial probability Average 

probability
Availability for  
time t [8760 h] Reliability for time t Time in a given state

S0 1 0,999993444 0,999993439 0,991489928 8759,94257

SB 0 2,245 E-07 2,24528 E-07 0,001526641 0,001966621

SZBI 0 3,75408 E-06 3,75731 E-06 0,003920964 0,032885763

SZBI2 0 8,25865 E-07 8,26355 E-07 0,001033117 0,00723458

SZBI3 0 7,10979 E-07 7,11386 E-07 0,000996234 0,006228174

SZBP1 0 8,16121 E-07 8,16726 E-07 0,001033117 0,007149221

SZBP2 0 2,24374 E-07 2,24529 E-07 0 0,001965516

Table 5.	 Intensity matrix for individual FAS states for t = 8 760 [h]

From → to S0 SB SZBI SZBI2 SZBI3 SZBP1 SZBP2

S0 - 1,7502 E-07 4,49514 E-07 1,1844 E-07 1,14212 E-07 1,1844 E-07 0

SB 0,0759 - 0,1818 0,1968 0,125 0 0,2

SZBI 0,1305 2,52906 E-07 - 0 0 0 0

SZBI2 0,1968 5,70919 E-08 0 - 0 0 0

SZBI3 0,2 1,4161 E-08 0 0 - 0 0

SZBP1 0,2 0 0 0 0 - 1,18 E-07

SZBP2 0 1,4161 E-08 0 0 0 0.2 -
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Fig. 12.	 Percentage share of FAS staying in a given state, according to table 6 

The growth rate of a zonal availability coefficient for an in-
dividual state can be expressed using the formula (5):

 

 

 

 

𝑆𝑍𝐵1 =
∆𝐾𝑔𝑆𝑍𝐵1

∆𝑡 [1ℎ] 

𝑆𝑍𝐵1 =
(2,75466𝐸-6)− (2,27438𝐸-6)

10,25− 7,25 = 1,08915𝐸-10 �1ℎ� 

The growth rate values for the availability coefficient Kg 
for other fire alarm system states are shown in table 7 and Fig-
ure 14. Fig. 15 shows the probability of a FAS staying in in-
dividual states.

Growth rate R(t) over time Δt for a particular state is de-
scribed using the formula (6):

 

 

𝑆𝑍𝐵1 =
∆𝑅(𝑡)𝑆𝑍𝐵1

∆𝑡 [1ℎ] 

𝑆𝑍𝐵1 =
(2,75466𝐸 − 6)− (2,27438𝐸 − 6)

10,25− 7,25 = 1,08915𝐸 − 10 �1ℎ� 

6. Conclusions

Fire alarm systems operated over vast transport areas have 
various connection structures, which are a function of the ex-
ecuted tasks – fire monitoring of buildings [6, 10, 11, 12, 16]. 

Fig. 11.	 Zonal (partial) availability coefficient for the states of SB, SZB1, SZB2, SZB3, SZBP1, 
SZBP2 SSP (safety unreliability and hazard); the graph does not show state S0 (for 
t = 0 S0(t) = 1) 

Tab. 6. Values of Kg(t) coefficient for individual FAS over time

Time [h]

Fire alarm system state

SB SZB1 SZB2 SZB3 SZBP1 SZBP2

Value of coefficient Kg(t)

4 201 2245282•10-6 3757312•10-5 82635535•10-6 71138635•10-6 81672633•10-6 2245287•10-6

Tab. 7.	 Growth rate of availability coefficients Kg for individual FAS 
states. 

No. FAS state Growth rate S of the availability coefficient 
Kg [1/h]

1. SB 1,37487E-10

2. SZB1 2,08915E-10

3. SZB2 4,99493E-11

4. SZB3 2,2907E-11

5. SZBP1 1,05053E-11

6. SZBP2 4,81767E-12

Fig. 13.	 Growth rate for the availability coefficients of states SB, SZB1, SZB2, SZB3, SZBP1, 
SZBP2 of a fire alarm system (safety unreliability and hazard); the graph does not 
show the state S0 (for t = 0, Kg(t) = 1), adopted time t = 21 h in order to reflect 
the parameter change rates at the initial stage of transition state changes 

(5)

(6)

Fig. 14.	 Growth rate for the availability coefficients of states SB, SZB1, 
SZB2, SZB3, SZBP1, SZBP2 
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Complex FAS have a dozen or so detection loops, as well as signaller, 
desmoking control, gas suppression, etc. lines. Owing to the extent 
of the executed tasks and fire controls, the reliability and operational 
structure of such systems is mixed. Available technical measures are 
applied in order to increase FAS reliability. The article presents a mod-
el and operational and reliability analysis of a selected FAS, which is 
operated within a transport area. Seven operating states were distin-
guished for the system. The average value for the probability of a sys-
tem staying in the state of fitness was S0 = 0,999993444, whereas the 
time spent in this state was 8759, 94257 [h] (the simulation time was 
t = 1 year of FAS operation). When considering the so-called Kgs(t) 
zonal (partial) availability coefficients for FAS states of SB, SZB1, 
SZB2, SZB3, SZBP1, SZBP2 it can be observed, that the SZBP2 state 
is dominant at the initial operational stage. Therefore, when designing 

a FAS, particular attention to the transition between the states 
of fitness S0 and the state of safety hazard SZBP2 should be 

paid. In order to depict the parameter change rates at the initial stage 
of transition state changes, the growth rate for the availability coeffi-
cients for FAS states of SB, SZB1, SZB2, SZB3, SZBP1, SZBP2 was 
determined. At the initial FAS operational stage, the highest value was 
obtained for the state SZB1 = 2,08915E-10 [1/h]. All zonal (so-called 
partial) availability coefficients stabilize their values throughout the 
further periods of the operational process – Fig. 1.  The R(t) prob-
ability of a FAS staying in a state is very low for individual states SB, 
SZB1, SZB2, SZB3, SZBP1, SZBP2 during the initial operational 
period – Fig. 15. The highest growth rate of the R(t) value during the 
initial operational process was exhibited by FAS state SZB1.

Fig. 15.	 Probability of an FAS staying in a state R(t) for states SB, SZB1, SZB2, SZB3, SZBP1, 
SZBP2; the graph does not show R(t) for the state S0 (for t = 0, R(t) = 1), adopted 
time t = 61 h in order to depict the parameter change rate at the initial change 
phase 

Fig. 16. Growth rate R(t) values over time for selected FAS states
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